**INFORMACJA O PRZETWARZANIU DANYCH OSOBOWYCH ERASMUS+KA171\_2025**

**1.** **Administrator** Administratorem danych osobowych jest Szkoła Główna Handlowa w Warszawie z siedzibą przy al. Niepodległości 162, 02-554 Warszawa, zwana dalej SGH.

**2.** Inspektor Ochrony Danych W SGH został wyznaczony Inspektor Ochrony Danych, z którym można skontaktować się poprzez e-mail [iod@sgh.waw.pl](mailto:iod@sgh.waw.pl)

**3.** Cel i podstawa prawna przetwarzania danych Podane przez Panią/Pana dane osobowe przetwarzane będą w celu udziału w Programie Erasmus+ KA171 (Mobilność edukacyjna: mobilność studentów i pracowników z krajami trzecimi niestowarzyszonymi z programem Erasmus+) dalej „Program”.

Podstawą prawną przetwarzania danych osobowych jest:

* art. 6 ust. 1 lit. c i e Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1, ze zm.), zwanego dalej RODO, tzn. przetwarzanie jest niezbędne do wypełnienia obowiązku prawnego ciążącego na administratorze i do wykonania zadania realizowanego w interesie publicznym,

- art. 6 ust. 1 lit. b RODO – tzn. przetwarzanie jest niezbędne do wykonania umowy, której stroną jest osoba, której dane dotyczą, lub do podjęcia działań na żądanie osoby, której dane dotyczą, przed zawarciem umowy – w tym przypadku umowy na wyjazd w celu udziału w Programie

**4.** Obowiązek podania danych W celu realizacji nauczania / szkolenia i zawarcia umowy niezbędne jest podanie danych osobowych.

W przypadku niepodania danych osobowych, nie będzie możliwe wzięcie udziału w programie mobilności.

**5.** Czas przetwarzania danych Podane przez Panią/Pana dane osobowe będą przetwarzane przez czas realizacji projektu, a następnie przez okres przechowywania dokumentacji w celu archiwalnym zgodnie z obowiązującymi przepisami i wymogami projektu

**6.** Odbiorcy danych Podane przez Panią/Pana dane osobowe nie będą ujawniane innym podmiotom, za wyjątkiem uczelni partnerskich oraz Fundacji Rozwoju Systemu Edukacji Narodowej Agencji Programu Erasmus+ i podmiotów upoważnionych przez przepisy prawa

7. Przekazywanie danych do państw trzecich (które nie należą do Europejskiego Obszaru Gospodarczego) W przypadku wyjazdu do uczelni, która ma siedzibę poza Unią Europejską i Europejskim Obszarem Gospodarczym, przekazanie danych osobowych tej uczelni będzie wiązało się z przekazaniem danych do państwa trzeciego. Podstawą prawną przekazania jest:

* w przypadku wyjazdu do Armenii, Australii, Brazylii, Kanady, Egiptu, Gruzji, Hong Kongu, Indii, Indonezji, Izraela, Jordanii, Kenii, Libanu, Malezji, Mauritiusa, Mołdawii, Czarnogóry, Maroka, Peru, Senegalu, Tajwanu, Ukrainy, Urugwaju, USA i Wietnamu - art. 49 ust. 1 lit. b RODO, tzn. przekazanie następuje w oparciu o przesłankę konieczności do wykonania umowy na wyjazd pracownika w związku z udziałem w Programie ERASMUS.[[1]](#footnote-1)

w przypadku wyjazdu do Argentyny oraz Nowej Zelandii – art. 45 ust. 1 RODO, tzn. przekazanie następuje na podstawie decyzji Komisji Europejskiej stwierdzającej odpowiedni poziom ochrony danych osobowych

1. Komisja Europejska nie wydała decyzji stwierdzających odpowiedni poziom ochrony w odniesieniu do wyżej wymienionych krajów, z następującymi zastrzeżeniami: wobec Kanady została wprawdzie wydana decyzja stwierdzająca odpowiedni poziom ochrony, ale wyłącznie w celach komercyjnych, co nie ma zastosowania do udziału w Programie, wobec Izraela i Urugwaju zostały wprawdzie wydane decyzje stwierdzające odpowiedni poziom ochrony, ale w odniesieniu do zautomatyzowanego przetwarzania danych osobowych, co nie ma zastosowania do Programu [↑](#footnote-ref-1)